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Overview
Attend this five-day One Identity Safeguard Foundation training course to build 
the knowledge and skills needed to successfully install, configure, operate and 
troubleshoot One Identity Safeguard for Privileged Passwords and One Identity 
Safeguard for Privileged Sessions. This interactive, instructor-led course is 
taught by our leading industry experts. In addition, you can practice your newly 
gained technical skills in simulated environments to get practical experience 
before managing a live enterprise.

For partners, you must be certified (pass exams) to deploy solutions.

Who Should Attend 
• Partners seeking to deploy One Identity Safeguard 

• Architects

• Security and server administrators who manage One Identity Safeguard

Prerequisites
• Strong proficiency managing privileged accounts for various target systems, 

such as Active Directory, UNIX and Linux

• Basic PKI knowledge

• Recommended: experience with certificates, RDP and SSH protocols

Formats
• Private instructor-led training delivered at a customer-chosen site

• Public instructor-led training delivered on pre-scheduled dates at a One 
Identity facility

Agenda
Part 1: One Identity Safeguard for 
Privileged Passwords

• Asset and directory 
management

• User management

• Entitlements

• Privileged Password 
request workflow

• Privileged Session request 
workflow

• Reporting and auditing

• API

• Support and 
troubleshooting

Part 2: One Identity Safeguard for 
Privileged Sessions

• Introduction to supported 
modes/topologies

• Initialization - installation 
and the Welcome Wizard

• The management interface

• Basic settings

• User administration and 
privilege management

• Enable simple connections 
- Telnet and VNC

• List, search and replay 
connections

• Policies

• Introduction to the SSH 
protocol

• Introduction to the MS RDP 
protocol

• Advanced policies

• User ID control

• Fine tuning SSH channel

• Reporting

• Online support system

• Versioning policy

• Hardware

• IPMI interface

• Firmware

• AP and the indexer service

Note: For public trainings, if the minimum number of students has not been 
reached two weeks before the training date, One Identity reserves the right to 
cancel the course.
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